OhioRISE, specialized behavioral health care from Aetna Better Health® of Ohio

Notice of Privacy Practices

This notice describes how medical information about you may be used and disclosed and how you can get access to this information. Please review it carefully.

This notice takes effect on July 1, 2022.

What do we mean when we use the words “health information”\(^1\)

We use the words “health information” when we mean information that identifies you. Examples include your:

- Name
- Date of birth
- Health care you received
- Amounts paid for your care

How we use and share your health information

Help take care of you: We may use your health information to help with your health care. We also use it to decide what services your benefits cover. We may tell you about services you can get. This could be checkups or medical tests. We may also remind you of appointments. We may share your health information with other people who give you care. This could be doctors or drug stores. If you are no longer with our plan, with your okay, we will give your health information to your new doctor.

Family and friends: We may share your health information with someone who is helping you. They may be helping with your care or helping pay for your care. For example, if you have an accident, we may need to talk with one of these people. If you do not want us to give out your health information, call us.

If you are under eighteen and don’t want us to give your health information to your parents. Call us. We can help in some cases if allowed by state law.

For payment: We may give your health information to others who pay for your care. Your doctor must give us a claim form that includes your health information. We may also use

\(^1\)For purposes of this notice, “Aetna” and the pronouns “we,” “us” and “our” refer to all the HMO and licensed insurer subsidiaries of Aetna Inc. These entities have been designated as a single affiliated covered entity for federal privacy purposes.
your health information to look at the care your doctor gives you. We can also check your use of health services.

**Health care operations:** We may use your health information to help us do our job. For example, we may use your health information for:

- Health promotion
- Case management
- Quality improvement
- Fraud prevention
- Disease prevention
- Legal matters

A case manager may work with your doctor. They may tell you about programs or places that can help you with your health problem. When you call us with questions, we need to look at your health information to give you answers.

**Race/Ethnicity, Language, Sexual Orientation and Gender Identity Data**

We may get information related to your race, ethnicity, language, sexual orientation and gender identity. We protect this information as described in this notice. We use this information to:

- Make sure you get the care you need
- Create programs to improve health outcomes
- Create health education information
- Let the doctors know about your language needs
- Address health care disparities
- Let member facing staff and doctors know about your pronouns

We do not use this information to:

- Determine benefits
- Pay claims
- Determine your cost or eligibility for benefits
- Discriminate against members for any reason
- Determine health care or administrative service availability or access

**Sharing with other businesses**

We may share your health information with other businesses. We do this for the reasons we explained above. For example, you may have transportation covered in your plan. We may share your health information with them to help you get to the doctor’s office. We will tell them if you are in a motorized wheelchair, so they send a van instead of a car to pick you up.
Other reasons we might share your health information
We also may share your health information for these reasons:

- Public safety – To help with things like child abuse. Threats to public health.
- Research – To researchers. After care is taken to protect your information.
- Business partners – To people that provide services to us. They promise to keep your information safe.
- Industry regulation – To state and federal agencies. They check us to make sure we are doing a good job.
- Law enforcement – To federal, state and local enforcement people.
- Legal actions – To courts for a lawsuit or legal matter.

Reasons that we will need your written okay
Except for what we explained above, we will ask for your okay before using or sharing your health information. For example, we will get your okay:

- For marketing reasons that have nothing to do with your health plan.
- Before sharing any psychotherapy notes.
- For the sale of your health information.
- For other reasons as required by law.

You can cancel your okay at any time. To cancel your okay, write to us. We cannot use or share your genetic information when we make the decision to provide you health care insurance.

What are your rights
You have the right to look at your health information.

- You can ask us for a copy of it.
- You can ask for your medical records. Call your doctor’s office or the place where you were treated.

You have the right to ask us to change your health information.

- You can ask us to change your health information if you think it is not right.
- If we don’t agree with the change, you asked for. Ask us to file a written statement of disagreement.

You have the right to get a list of people or groups that we have shared your health information with.

You have the right to ask for a private way to be in touch with you.

- If you think the way we keep in touch with you is not private enough, call us.
- We will do our best to be in touch with you in a way that is more private.

You have the right to ask for special care in how we use or share your health information.
We may use or share your health information in the ways we describe in this notice. You can ask us not to use or share your information in these ways. This includes sharing with people involved in your health care. We don’t have to agree. But, we will think about it carefully.

You have the right to know if your health information was shared without your okay. We will tell you if we do this in a letter.

Call us toll free at 1-833-711-0773 (TTY: 711) to:
• Ask us to do any of the things above.
• Ask us for a paper copy of this notice.
• Ask us any questions about the notice.

You also have the right to send us a complaint. If you think your rights were violated, write to us at:
Aetna HIPAA Member Rights Team
P.O. Box 14079
Lexington, KY 40512-4079
FAX: 859-280-1272

You also can file a complaint with the Department of Health and Human Services, Office of Civil Rights. Call us to get the address at 1-833-711-0773 (TTY: 711).

If you are unhappy and tell the Office of Civil Rights, you will not lose plan membership or health care services. We will not use your complaint against you.

Protecting your information
We protect your health information with specific procedures, such as:
• Administrative. We have rules that tell us how to use your health information no matter what form it is in – written, oral, or electronic.
• Physical. Your health information is locked up and is kept in safe areas. We protect entry to our computers and buildings. This helps us to block unauthorized entry.
• Technical. Access to your health information is “role-based.” This allows only those who need to do their job and give care to you to have access.

We follow all state and federal laws for the protection of your health information.

Will we change this notice
By law, we must keep your health information private. We must follow what we say in this notice. We also have the right to change this notice. If we change this notice, the changes apply to all of your information we have or will get in the future. You can get a copy of the most recent notice on our website at AetnaBetterHealth.com/OhioRISE.